
I – Outcome Introduced  R = Outcome Reinforced  E = Outcome Emphasized  A = Outcome Assessed

Program Outcomes

Required Courses

Demonstrate an 
understanding of 
computing 
technologies and 
terminology for 
industry 
employment.

Accurate and 
appropriate use of 
industry terms and 
representation of 
materials based on 
intended audiences.

Utilize ethical means 
to determine the 
effectiveness of a 
network's security 
posture while 
recommending 
appropriate 
remediation 
techniques.

Analyze, retrieve, and 
report evidentiary 
data utilizing forensic 
tools.

Continued education 
through conferences, 
industry 
certifications, 
courses, and/or 
enrolling in other 
degree programs.

Develop an area of 
expertise while 
analyzing career 
opportunities vs. 
individual strengths.

CPT 130 I I
CPT 147 I R E I I
CPT 201 I R R
CPT 227 I I I E
CPT 235 R E I I I E,A
CPT 239 E, A R E R E
CPT 261 E R I I I I
CPT 266 E R R R E
CPT 271 E E E I E
CPT 275 E E R E,A R E
CPT 281 E E E, A R E
CPT 298 R E,A E E,A
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